
WHAT KIND OF REPORTS ARE AVAILABLE 
FOR DIFFERENT COMPANY 

DEPARTMENTS?

• File-sharing application report
• All applictation with GDPR Risk
• Applications with GDPR Risk that are outdated
• Applications with GDPR Risk per Computer / User
• Cloud application with GDPR Risk
• Computers that are not inventoried - Risk of no visibility
• Computers without antivirus software installed
• SQL Databases storing GDPR data
• Blacklisted software report
• Portable computer report without VPN

Data Officer / GDPR1

• Software agreements report
• License compliance summary

Legal4
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• License compliance report
• Potential software savings
• Software agreements report
• Licenses per agreement
• Licenses per organizations
• Licenses purchase allocation
• Subscription agreement end dates
• Subscription agreement costs
• Software costs
• Yearly statistics per application report

Procurement

Business Development
• Unused application report
• Cost of unused applications
• Multiple software use per application type
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Financial
• Computer TCO per organization or business unit
• Cost of unused  applications
• Subscription agreement costs
• Subscription agreement end dates
• Licenses purchase allocation
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Human Resources
• Used software per user
• IT assets assigned to user
• Cross information about the user
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Department Heads
• License compliance in speci�c business unit
• Licenses in business unit
• Unassigned licenses in speci�c business unit
• Unused software in speci�c business unit
• Computers types in speci�c business unit
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SOFTWARE ASSET MANAGEMENT
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• Computers that are not inventoried
• Computers that are not active
• Computers with blacklisted software
• Computers with outdated 

Operating System
• Computers with outdated application
• Computers with less than 10GB of

available System disk space
• Computers with less than 4GB of 

total RAM
• Computers older than 5 years
• Unassigned licenses
• Invalid license assignments

• Applications without license
• Users connecting to server / terminal server
• Computers with database servers
• Cloud application users
• Application installation history
• Virtual machine mapping in datacenter
• Virtual application per computer
• Printers per computer
• Computers by its type
•  Computers by its OS platform

IT Management

• Computers with blacklisted software
• Computers with outdated application
• Unauthorized users of certain application
• Computers without antivirus software
• Users accessing portable software
• Cloud application users
• Computers with certain application type

(e.g. Financial)

IT Security3


